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AgendaAgenda

• Who: JSR Team

• Why: Interoperability/Standards Requirements

• How: Risk Assessments
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• How: Risk Assessments

• What: JSR Services Available

• Tools: J-RAD Web Interface ���� NEW!
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JITC Standards Research JITC Standards Research 
(JSR) Team (JSR) Team 

• JITC Standards Risk Assessment Methodology

– NR-KPP Guidebook, Appendix E (NR-KPP_Helpdesk@disa.mil) 

• J-RAD population and maintenance

– Standards research
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– Standards research

• JITC Standards Research (JSR) Services Available

– Full Service 

– Self Service



A Combat Support Agency

Interoperability Interoperability 
RequirementRequirement

• GIG Technical Profiles (GTP)

System:  Name StdV-1 (TV-1) last updated on:  DD MMM YYYY

Service 
Area

Standard 
Identifier

Title Of 
Standard

DISR
Status

Risk/ 
Rationale

Evaluation 
Method

Status

Table B-5.  DISR Compliance

4

Area Identifier Standard Status Rationale Method
Status

NOTES:

1.

2.

LEGEND:

DISR DoD Information Technology Standards Registry

StdV-1 Standard View Profile

TV-1 Technical View Standards Profile
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DISR DISR OnlineOnline

• DoD IT Standards Registry (DISR)

– New website: https://gtg.csd.disa.mil/disr/dashboard.html
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TVTV--1 1 ExampleExample
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JITC Standards Risk JITC Standards Risk 
Assessment MethodologyAssessment Methodology

• Follows DoD Risk 
Methodology

• Accurate Risk 
Calculation
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Calculation

• Promotes development 
of supporting rationale
(for defensible test plans)

http://jitc.fhu.disa.mil/cgi/jsr/downloads/nrkpp_guidebook_appdxe.pdf
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Assessing Assessing RiskRisk

• Risk = Operational Impact x Likelihood

• Operational Impact

– Implementation of standard
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• Likelihood

– Maturity of standard

– Maturity of system
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Risk Assessment: Risk Assessment: 
Likelihood of FailureLikelihood of Failure

• Based on:

– Known Issues

– History of the standard

– Maturity/Development Status

– How the standard is implemented
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– How the standard is implemented

– Maturity of Implementation

• Resources

– DISROnline

– World Wide Web

– Subject Matter Experts

– Communities of Practice/Interest

– Standard Development Organizations (SDOs)
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Determining Determining 
Likelihood of FailureLikelihood of Failure

HIGH = Standard is highly likely to be implemented 
incorrectly.
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LOW = Standard is probably implemented correctly.

Operational Impact
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Risk Assessment: Risk Assessment: 
Operational ImpactOperational Impact

• Based on:

– How the standard is implemented

– What information exchange(s) the standard supports

– Criticality of the information exchange or node
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• Resources:

– System Architecture Products

– Integrated Architecture Traceability Matrix (IATM)

– Traceability between joint critical information exchanges and 
implementation of a standard

– Tester input!!!
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Determining Determining 
Operational ImpactOperational Impact

HIGH = Proper implementation of the standard is required 
for interoperability of a joint critical operational 

interface or information exchange.
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LOW = Standard implementation does not impact 
interoperability or the mission.

Operational Impact
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Risk EstimationRisk Estimation
System 1System 1

Operational 
Impact

Likelihood Risk

HTML 
HIGH

LOW
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HTML 
4.01

Used in JCOA*.

Priority users would be 
unable to view data.

LOW

Well-established.

Mature standard.

HIGH

DDMS
LOW

Not used in JCOA.*

MEDIUM

Occasional 
implementation errors. 

LOW

*JCOA – Joint Critical Operational Activity
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Risk EstimationRisk Estimation
System 2System 2

Operational 
Impact

Likelihood Risk

HTML NONE
LOW
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HTML 
4.01

NONE

Not used in JCOA.

LOW

Well-established.

Mature standard.

LOW

DDMS

HIGH

Used in JCOA.

Priority users would be 
unable to locate data.

HIGH

Occasional 
implementation errors.

HIGH

Newly adopted and 
untested data schema.
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• Test Planning

Prioritize TestingPrioritize Testing

• Risk Assessment
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JSR Team: JSR Team: 
Full Service Risk Full Service Risk 

AssessmentAssessment

Risk Assessment 
Worksheet

Risk Assessment 
Report
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JSR Team: JSR Team: 
Full Service Risk Full Service Risk 

BenefitsBenefits

• Estimate level of risk

• Prioritize testing

Justification for 
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• Justification for 
priority of testing

• Rationale to support 
testing decisions 

• Plan for test 
resources
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What is JWhat is J--RAD?RAD?

• Unclassified MS Access 
Database

• Standards Conformance 
Test Planning Tool for 
JITC
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JITC

• Repository for IT 
standards testing 
information
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JSR Team:JSR Team:
JJ--RAD SelfRAD Self--ServiceService

• Current J-RAD (located on T: drive)

– Instructions for access: 
http://jitc.fhu.disa.mil/cgi/jsr/downloads/jsr_request.pdf

• New web-enabled J-RAD Self Service
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• New web-enabled J-RAD Self Service

– Coming Soon!
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Helpful LinksHelpful Links

• JSR Page on JITC website

– http://jitc.fhu.disa.mil/cgi/jsr/

• JSR Methodology

– http://jitc.fhu.disa.mil/cgi/jsr/downloads/nrkpp_guidebook_appdxe.pdf
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– http://jitc.fhu.disa.mil/cgi/jsr/downloads/nrkpp_guidebook_appdxe.pdf

• Submit a JSR Request

– http://jitc.fhu.disa.mil/cgi/jsr/#

• NR-KPP Guidebook

– https://www.intelink.gov/inteldocs/action.php?kt_path_info=ktc
ore.actions.document.view&fDocumentId=347416




